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Information Security Policy Statement

Policy

Breaking the cycle of
poverty with education and

the gospel.

Objectives

Wiphan Care Ministries strives to deliver a consistently high level
of information security throughout its processes. We are
committed to ensuring we provide great certainty and
confidence for our partners, stakeholders, employees,
customers, suppliers, and the communities we operate in.
Information is a vital asset to the organization and to ensure we
comply to the right standards of operating in a safe and secure
manner, we have adopted 1S027001:2013 standard to effectively
protect our information assets and employee data. All staff
within the scope are sensitized and educated to be able to make
informed decisions with regards to information security.

Information takes many forms and includes assets both
physical and digital, the safeguarging of accuracy and
completeness will be covered by information security

policies outlined within the Wiphan Care Ministries ISMS

S LonnLoe..

Madalitso Kalombe
CEO
Wiphan Care Ministries

Zambia

The main objective of the
information security
management system is to
reduce the risk of security
incidents and ensure ongoing
business continuity.

The ISMS policy ensures that:

e Information is protected
against unauthorized access.

e The confidentiality, integrity
and availability of
information is maintained.

e Compliance with relevant
legislative and regulatory
requirements.

e All suspected security
incidents are reported and
investigated

e Information security training
is available for all employees
and users and their
responsibilities are clear
regarding information
security ownership



